
 

 

In an effort to keep our customers safe during the global coronavirus (COVID-19) 

pandemic, we would like to provide information to keep you informed on COVID-19 

related scams, as well as some precautionary tips and measures. 

 

 

FBI Hackers Targeting Mobile Banking Apps: 

The FBI said it expects cyber actors to increasingly target mobile banking apps  

as more Americans use them. The bureau warned of  

app-based banking trojans and fake banking apps. 

 It offered tips, such as obtaining apps from trusted sources,  

enabling two-factor authentication,  

and using strong passwords and good password security. 

 

FDIC: Insured Bank Deposits are safe; Be aware of Potential Scams Using the 

Agency’s Name 

“The FDIC is reminding Americans that FDIC- insured banks remain the safest place to keep their money.” 

Read More 

 

Avoid Coronavirus Scams 

“Here are some tips to help keep the scammers at bay.” 

Read More 

 

Coronavirus: Scammers follow the headlines 

“Scammers are taking advantage of fears surrounding the Coronavirus.” 

Read More 

 

FTC: Coronavirus scams, Part 2 

https://www.ic3.gov/media/2020/200610.aspx
https://www.fdic.gov/news/news/press/2020/pr20032.html
https://www.consumer.ftc.gov/features/coronavirus-scams-what-ftc-doing
https://www.consumer.ftc.gov/blog/2020/02/coronavirus-scammers-follow-headlines


Read More 

https://www.consumer.ftc.gov/blog/2020/03/ftc-coronavirus-scams-part-2

